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Abstract. WSN (Wireless Sensor Networks) is a part of particular case of mobile wireless
network, which is provided with distinctive feature. The routing protocol of traditional wireless
network is difficult to directly apply to WSN. High speed of node triggers dynamic changes of the
networks topology, which leads to frequent communications link failures of WSN. Link reliability
issue of high dynamic network has aroused wide public concern. Therefore, route reliability aiming
at expressway WSN is analyzed, the evolving graph theory is expanded, EEGM (extended - evolving
graph model) is established, and EEGM is adopted to obtain dynamic information of WSN topology
so as to obtain the information of reliable routing in advance. On this basis, reliable routing
protocol (EGRAODV) based on evolving graph theory is proposed. The simulations reveal that
routing protocol proposed has improved in packet transmission rate, end-to-end transmission delay,
routing requests ratio and number of link failures aspects compared to other similar protocol.
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1. Introduction

Many people are killed in traffic accidents every day, for this reason, the research
of WSN (Vehicular ad hoc networks) has gained wide attention. Road accidents can
be prevented by distributing road safety messages through WSN. Therefore, WSN
is regarded as one of the most promising techniques applying to road nodes commu-
nication [1]. WSN is a kind of special form of MANETs (Mobile ad hoc networks)
which may realize the communication among nodes. Each Nodes in network may
receive, send and forward messages to other nodes. The Nodes may interact real-
time traffic information using this kind of method, which will be helpful for users to
drive safely. Unlike MANETs, WSN has unique properties such as high transmission
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power, high computing power, high-speed mobile of node, predictability of movement
and dynamic change of network topology etc [2]. Such properties have brought a
challenge to deploy WSN, especially high-speed mobile of node and dynamic change
of topology [3][4]. In WSN, Nodes is viewed as Vertices and communication link
among nodes is viewed as edge, and graph theory is quoted to understand topologi-
cal property of WSN. Literature [5][6] proposed that mobile information of dynamic
network can be captured using evolving graph theory against predictable mobility
mode, this achievement shows good performance in MANETs and delay-tolerant
networks [7], however, evolving graph theory cannot be directly applied to WSN.
Therefore, this article takes nodes on freeway as analytic target and assume it’s
driving with constant speed. On this basis, Reliable WSN routing protocol based
on revolution of graph theory is proposed using WSN communication graph results
from improved graph theory.

2. WSN reliability model

Nodes are always in high-speed driving on freeway, which brings lots of trouble of
setting up reliable routing scheme. The performance of route are affected by many
factors, for example, mobility model of Nodes and Nodes distribution are factors
that affect route [16]. To establish accurate Nodes reliability model, first of all,
mobility model and Nodes distribution properties are required to be determined.
The determination of Nodes distribution is in favor of predicting time of duration
of communication among nodes.

2.1. Nodes distribution

There are two methods to describe spatiotemporal transmission of traffic flow:
macroscopic and microcosmic flow model, respectively. Macroscopic quantity of
aggregation is used by macroscopic flow model to describe Nodes flow, such as traffic
density p (x, t), traffic flow q (x, t) and average speed v (x, t). x is denoted as spatial
position, t is denoted as time. Formula below [18] is adopted to get associated with
these parameters.

dm =
1000

ρveh
− lm , (1)

τm =
dm
vm

=
1

vm

(
1000

ρveh
− lm

)
, (2)

qm =
1

τm
. (3)

Where, dm is denoted as mean distance (m) among nodes; ρveh is denoted as
traffic density (Nodes number per kilometer); lm is denoted as average length (m) of
nodes; vm is denoted as average speed (km/hr) of nodes; τm is denoted as average
time (s) of communication among nodes; qm is denoted as average traffic flow (Nodes
number per hour). Microcosmic flow model is to describe Nodes as an independent
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individual, mainly includes parameters like accelerated speed, retarded velocity and
surrounding flow of lane-changing response. As everyone knows, macroscopic flow
model can be used for describing general traffic flow state as well as can be seen as
individual Nodes [19]. Therefore, macroscopic flow model is selected in this article.
Next, link reliability model is established using distribution of Nodes speed from a
macroscopic perspective.

2.2. Link reliability model

Definition: link reliability means probability of continuous availability for the
link between nodes over a period of time. Link l is established when two nodes are
in time t. Reliability of link can be denoted as r (l) in time frame Tp:

r (l) = P {link continue to be available until t+ TP }

To calculate link reliability, Nodes speed distribution shall be analyzed first. Assume
that Nodes speed is submitted to normal distribution [20]. For speed ϑ, probability
density function of its speed is denoted by g (ϑ) based on this assumption. Corre-
spondingly, G (ϑ) is denoted as probability density function.

g (ϑ) =
1

σ
√

2π
exp

(
− (ϑ− µ)

2

2σ2

)
, (4)

G (ϑ ≤ V0) =

∫ V0

0

g (ϑ)dϑ . (5)

Where, µ and σ2 are denoted as mean value and variance of speed, respectively
[21]. Distance d between nodes can be calculated through relative speed of nodes.
Assume that communication range of nodes is R. Therefore, probability density
function of sustainable communication T can be denoted as:

f (T ) =
4R

σ∆v

√
2π

1

T 2
exp

(
− (2R/T − µ∆v)

2

2σ2
∆v

)
, T ≥ 0 . (6)

Where, ∆v is denoted as relative speed of nodes. µ∆v and σ2
∆v are mean value

and variance of relative speed ∆v, respectively.
Nodes i and j are formed as link l at the time of t, lifetime Tp of link can be

denoted as:
Tp =

R− Li,j
∆vi,j

. (7)

Where, Li,j is denoted as Euclidean distance between Nodes i and j.
Reliability value r (l) of link l can be calculated integrating formula (6) and (7)

r (l) =

{ ∫ t+Tp

t
f (T ) dT if Tp > 0

0 otherwise
(8)
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2.3. Definition of route reliability

There might be multi-route ω on source node s and destination node d in WSN.
Each route is comprised of a series of links. Without loss of generality, for some spe-
cific route P , assume that it’s comprised of k links: l1 = (s, n1), l2 = (n1, n2), . . . lk =
(nk, d). According to formula 8, link reliability of each link lm (m = 1, 2, · · · , k) can
be denoted as r (lm). Therefore, route reliability Re (P (s, d)) of route P is:

Re (P (s, d)) =

k∏
m=1

r (lm) . (9)

Assume that there is ω pieces of route on source node s and destination node
d. M (s, d) = {P1, P2, · · · , Pω} is used as route set of source node s and destination
node d. The most reliable route must be selected as an channel of data forwarding
when making route-decision, namely the route is selected according to formula (10):

arg max P∈M(s,d)Re (P ) . (10)

3. Evolving graph model of facing WSN

Current evolving grapy theory cannot be directly applied to WSN. Because cur-
rent evolving graph model leaves out of consideration of reliability of communication
link. Current evolving graph theory is expanded to satisfy the demand of WSN. Real-
time traffic information is integrated and reliable information of communication link
are infused in EEGM.

For a specific graph G (V,E), the subgraph of it is denoted by SG = G1 (V1, E1),
G2 (V2, E2), . . . , Gλ (Vλ, Eλ). Therefore, ∪λi=lGi = G. Evolving graph theory is to
be denoted by G̃ = (SG, G), where, VG̃ and EG̃ are denoted as set of G̃ node and
edge, respectively.

In G̃, assume that Ω is denoted as route, namely Ω = e1, e2, e3, · · · , ek, ei ∈ EG̃.
Ωσ = σ1, σ2, σ3, · · · , σk is adopted, σi ∈ T̃ is denoted as time ordinal of each edge of
route Ω traversal. T̃ is denoted as time domain of graph theory.

There are three rules on how to select access in current evolving graph theory:
foremost: arrive first; shortest: minimum hop; fastest: minimum transmission delay.

3.1. EEGM

EEGM proposed lays stress on communication diagram of WSN and reliability of
communication link is taken into consideration. Figure 1 shows examples of EEGM
being faced with highway at two time moments, as shown in figure 1. The nodes in
diagram are denoted as driving Nodes on the highway. Unlike evolving graph theory,
(t, r (e)) mark is used to each edge in EEGM, of which t is denoted as present time,
r (e) = r (l) is denoted as link reliability, which is calculated with formula (8).

In EEGM, if r (e) = 0, then such communication link is null and void. Assume
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that Trav (e) is the function of if decision-making link e can be ergodic or not, as
shown in formula (11):

Trav (e) =

{
True, 0 < r (e) < 1
False, r (e) = 0

(11)

Figure 1 (a) shows reliability value of each link when t = 0. The figure indicated
that all links are available, Trav (e)=True. Figure 1 (b) shows reliability value of
each link when t = 5. The reliability of link is transformed from figure (a) to figure
(b). Notice that {B,E} and {F,G} are no longer available, because r ({B,E}) =
r ({F,G}) = 0 when t = 5.

In addition, new index is quoted and it’s called journey reliability. The link of
forwarding data is selected through such index. The most reliable journey is selected
rather than the foremost, shortest and fastest link when the data is forwarding.

 

 

Figure 1. EEGM model when 0t   and 5t   

  

Fig. 1. EEGM model when t = 0 and t = 5

Assume that k edge integrates an available link J (i, j) which is from node i to
node j. In time t, reliability value of edge ew is denoted as rt (ew). Therefore,
reliability value Re (J (i, j)) of the link as shown in formula (12).

Re (J (i, j)) =

k∏
w=1

rt (ew) . (12)
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Assume that there are n links from node i to node j, the set of n links is de-
noted as MJ (i, j) = {J1, J2, · · · , Jn}, therefore, the most reliable link MJ (i, j) =
{J1, J2, · · · , Jn} is selected through formula (13).

arg max J∈MJ(i,j)Re (J) . (13)

4. Mobility model

WSN scene which is investigated in this article is highway. Assume that nodes
travel along with sole direction at constant speed. Such assumption is reasonable
according to analysis of literature [11]. Based on such assumption, parameters below
is set for each Nodes i; Cartesian coordinates at time t: xi (t) and yi (t); speed
vi (t) = v0; moving direction ai (t) = a0.

5. EGRAODV proposed

To achieve an reliability of WSN data transmission, new routing protocol is
proposed integrating properties of EEGM. Such routing protocol uses EEGM model
to select an optimal route from source node to destination node from a perspective
of reliability value of route. The most reliable MRJ scheme based on EEGM is
selected, and this scheme is applied to AODV [22], the routing protocol proposed is
denoted by EGRAODV.

5.1. EG-Dijkstra algorithm

To seek out the most reliable route in EEGM model is equivalent to find MRJ.
Common Dijkstra algorithm [23] cannot be directly applied to this article, therefore,
a modification shall be made, and Dijkstra algorithm based on evolving graph theory
is proposed. EG- Dijkstra algorithm is employed to seek out MRJ based on formula
(11) and (13).

EG-Dijkstra uses reliable graph to save all nodes and their corresponding MRJ
value. In the initial stage of algorithm, source node s is RG (s) = 1, and the other
node is RG (i) = φ. Figure 2 gives a typical example of EG-Dijkstra algorithm.

Assume that source point is node 0 identified in figure 2, destination node is
node 5, and RG (0) = 1. Reliability value r (l) of each link is calculated according
to formula (8) calculation. If link reliability value between node 0 and node 1, then
l0 = (0, 1). According to EG-Dijkstr algorithm, RG value of next node is gained
using r (l0) multiply by RG (0). If node 0 RG (1) = r (l0) × RG (0)=1*0.43=0.43.
Node 5 is RG (5) = r (l1)×RG (1) = 0.43× 0.21 ≈ 0.09, as shown in figure 2 (ii).

Although node 5 is destination node, EG-Dijkstra algorithm won’t just stop at
(ii), because it’s required to calculate reliability value of all links and the most reliable
value will be selected from them to be a route of data. Figure 3 shows that there
are two ways to get to destination node: first 0→1→5; second 0→4→2→3→6→5.
The reliability value of first link (0→1→5) is 0.09, the second one is 0.13 as shown
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in figure 3 (iv), which indicates that the second link is more reliable than the first
one. Therefore, the second link is selected to be channel of data transmission.

 

 

Figure 2. Example of EGDijkstra algorithm 

  

Fig. 2. Example of EGDijkstra algorithm

5.2. Properties of EGRAODV route

Assume that current EEGM’s status information is known to source node. Re-
source node is required to transmit data at time t, it will first calculate reliability
value of each link in EEGM model and EG- Dijkstra algorithm is used for seeking
out the most reliable link MRJ. After attaining the most reliable MRJ, source node
will perform RREQ (Routing request message), and hop count of MRJ will be added
to RREQ, namely information of expanded RREQ and MRJ memory. Routing re-
quest will be forwarded from midside node without broadcast according to MRJ
information.

The midside node is not required to send RREP (Routing reply message) to
destination node when nodes with MRJ on the way received RREQ. There is a need
to reply message to RREP only when RRED gets to destination node.

Above analysis indicated that there’s no need for EGRAODV scheme to broadcast
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routing request, which greatly saves up network resource. Moreover, EGRAODV
doesn’t use hello message to confirm the link condition, which reduces network loans.
The mechanism, which is identical to AODV, is used by EGRAODV in the stage
of route maintenance process. RERR (routing error message) will be sent out when
the link is failed, thus achieving to maintain route and discover functions of new
route.

6. Simulated analysis

The purpose of simulation lies in evaluating the performance of routing protocol
proposed. OMNet++ is adopted to simulate. Each simulation experiment is con-
ducted for 50 times and an average value of simulation is selected as final data. A
comparison of simulation result is made with AODV and PBR.

6.1. Simulation environment

Simulation area is three-lane highway with an range of 5,000 meters. 30 nodes
(traffic flow of low density) are distributed in simulation area. Nodes are only trav-
elling to single direction and exit simulation area when it gets to the end of highway.
Average speed of three lanes are 40, 60 and 80 km/h, respectively. A simulation is
conducted aiming to two experimental scenes:

(1) Experiment A: rate of data signaling varies from 32 to 512 kb/s. The size of
data package is 1500 bytes. Average Nodes speed on three lanes remain 40, 60 and
80 km/h.

(2) Experiment B: the size of data package varies from 500 to 3,000. Rate of
data signaling is 128 kb/s. Average Nodes speed on three lanes remain 40, 60 and
80 km/h.

6.2. Performance index

Performance index below is adopted to evaluate network performance in simula-
tion process.

(1) PDR (packet delivery ratio): an rate of data package number of destination
node received successfully and data package number sent out by source node in
application layer;

(2) Average number of link failures: average number of link failures in the stage
of route;

(3) Routing requests ratio: percent of routing requests that accounts for all
routing requests;

(4) E2E (Average end to end delay): time difference of sending and receiving of
data package received.

6.3. Simulation result

6.3.1. Effect of variation of data transmission rate on routing performance
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Figure 3 shows changing curve of packet transmission rate along with data trans-
mission rate. Figure 3 indicated that EGRAODV proposed possesses the highest
packet transmission rate compared to PBR and AODV. In addition, variation of
EGRAODV along with data transmission rate is rather stable, however, PBR and
AODV are reduced rapidly. This is mainly because EEGM model is adopted by
EGRAODV to improve the stability of route. In the meantime, EGRAODV is not
required to broadcast RREQ, which saves up network resources and provides more
bandwidth for packet transmission rate.  

 
  Fig. 3. Experiment A: variation of packet transmission rate along with data

transmission rate

Figure 4 shows changing situation of routing requests ratio along with data
transmission rate. Compared with PBR and AODV, the routing requests rate of
EGRAODV is the smallest. This is mainly because PBR and ODV don’t stop
broadcasting RREDs until destination node, however, EGRAODV is only required
to transmit according to MRJ and free of broadcast, which reduces the quantity of
sending out RREQs.

 
  

Fig. 4. Experiment A: variation of routing requests rate along with data
transmission rate

Figure 5 shows changing situation of average number of link failures of EGRAODV,
PDR and AODV along with data transmission rate. The figure indicated that
EGRAODV has the minimum average number of link failures. AODV being the
highest, this is because shortest patch principle is adopted by AODV to select route
without considering link reliability. The reason why PDR is superior to AODA is
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because prediction mechanism of link lifetime is adopted by PDR, a new route will
be selected before the link is failed. Moreover, figure 5 reveals that the higher data
transmission rate, the superiority of EGRAODV becomes more obvious.

 
  Fig. 5. Experiment 5: Variation of average number of link failures along with data

transmission rate

Another advantage of EGRAODV proposed reflects on average end-to-end trans-
mission delay as shown in figure 6. EGRAODV has the lowest end-to-end transmis-
sion delay. This is mainly because EGRAODV is provided with an entire EEGM
message, which will easily predict the position of other nodes and find out the most
reliable route. Owing to the route is established only using originally reactive routing
method by AODV, thus end-to-end transmission delay of AODV being maximum.

 
  Fig. 6. Experiment A: Variation of average end-to-end transmission delay along

with data transmission rate

6.3.2. Effect of variation of packet size on routing performance

Figure 7. Experiment B: Variation of packet transmission rate along with
packet size

Variation of EGRAODV along with data packet size represents the highest packet
transmission rate and it’s very stable as shown in figure 7. Notice that large-sized
data packet might be transmitted dispersedly. In packet transmission process, any
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Fig. 7. Experiment B: Variation of packet transmission rate along with packet size

fracture of transmission disperse data packet link might lead to a failure to whole
data packet transmission. If fails, it’s required to start it over again. The figure
indicated that the performance of EGRAODV is superior to AODV, this is mainly
because all access to destination node are hunted by EGRAODV and the most
reliable path will be selected as transmission channel of data.

7. Conclusion

The routing issue of WSN is analyzed in this article. First of all, it expands
graph theory and EEGM model is proposed. In the meantime, EG-Dijkstra algo-
rithm is proposed integrating Dijkstra algorithm, and such algorithm is introduced
in EEGM to seek out the most reliable access MRJ. Ultimately, EGRAODV routing
protocol is proposed starting from the reliability. A simulation is conducted aiming
at highway scene and a comparison is made with PBR and AODV. Results indicate
that EGRAODV proposed is higher than PBR and AODV in terms of routing re-
quests ration, average end-to-end delay, number of link failures and packet delivery
ratio. This is mainly because all access reliability value is calculated through EEGM
model by EGRAODV, and the most reliable data access is selected to be route of
data. Meanwhile, forwarding node in EGRAODV do not broadcast RREDD but do
direction propagation, which helps save up more network resources.
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